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Image	Forgery	 Scien9fic	Impact:		
•  New	theore)cal	models	

to	guide	future	research	
•  Algorithmic	building	

blocks	to	construct	
sophis)cated	forgery	
detec)on	algorithms	

•  Characteriza)on	of	
forger’s	capabili)es	and	
op)mal	response	

	
Solu9on:		
•  Improve	efficiency	through	

theore)cal	analysis	
•  Develop	theore)cal	

framework	model	complex	
edi)ng	traces		

•  Study	aCacker’s	an)-forensic	
capabili)es		

Challenge:		
•  Images	and	videos	can	be	

easily	falsified	
•  New,	scalable	algorithms	

must	be	developed	to:	
–  Iden)fy	complex	image/

video	forgeries	
–  Efficiently	examine	large	

volumes	of	data	
–  Respond	to	adversarial	

informa)on	aCackers	

Broader	Impact:		
•  Help	bring	trust	to	images	

and	videos	
•  SoLware	library	of	forensic	

algorithms	
•  Benchmarking	data	sets	
•  Outreach	to	general	public	
•  Establish	mul)media	

forensics	challenge	to	foster	
research	ac)vity	
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