EVADE: EVidence-Assisted Detection and Elimination of Vulnerabilities
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* Asynchronously scan
for attacks to reduce
overhead

* Rollback and carefully
analyze to find root
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