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Solu9on:	

•  Leverage	dataset	of	70,000+	online	job	
applicants	from	a	previous	study	to	
iden;fy	privacy	concerns	and	correlates.	

•  Develop	measures	of	privacy	issues	from	
the	applicants’	perspec;ve.		

•  Conduct	online	job	applica;on	
simula;ons/experiments	to	iden;fy	
strategies	for	effec;ve	communica;on	of	
privacy	and	security	and	that	affect	
applicant	aDtudes	and	behavior.	

Challenge:		

•  How	do	privacy	issues	affect	the	aDtudes	
and	behavior	of	online	job	applicants?	

•  How	can	privacy	issues	be	communicated	
and	understood	in	this	seDng?	

•  What	insights	should	guide	the	
development	and	deployment	of	online	
systems	that	protect	both	the	privacy	of	
applicants	and	the	interests	of	employers?	

Scien9fic	Impact:	

•  Novel	applica;ons	of	organiza;onal	
jus;ce	theory	and	applicant	percep;ons	
to	previously	unexamined	antecedents	
and	outcomes	of	privacy	concerns	for	
both	individuals	and	employers.	

•  Poten;al	for	generalizable	results:	Job	
applicants	are	strongly	mo;vated	to	find	
employment	but	required	to	share	
sensi;ve	informa;on	with	employers.	
They	represent	a	broad,	nontechnical	
popula;on	that	must	confront	serious	
privacy	concerns	on	an	ongoing	basis.	

Broader	Impact:	

•  Millions	of	people	apply	for	jobs	online	
every	year	and	will	benefit	from	insights	
that	enable	the	development	and	
deployment	of	more	secure	systems.	

•  Improved	communica;on	of	security	
concerns,	elimina;ng	ineffec;ve	privacy	
policies	or	expecta;ons	of	deep	
technical	knowledge,	will	benefit	both	
applicants	and	employers.	

•  Improved	understanding	of	privacy	
percep;ons,	beliefs,	and	behaviors	will	
benefit	an	expanding	range	of	
applica;ons	where	security	is	cri;cal.	
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Acceptable Usage Unacceptable Usage

 
White is the preferred background 
color for the logo.

 
Never use the primary logo over a 
color that renders it unreadable.

 
The logo may be used over light 
solid backgrounds.

Background Guidelines

 
Never use over a background that 
renders the logo unreadable.

 
The reverse (knock out) version of 
logotype should be used when 
placed over dark colors.

 
Always position the logo over an 
image in a way that maintains its 
legibility.

 
Never use the logo over an image in a 
way that renders it unreadable.

 
Never use over a background color that 
renders the logo unreadable.

Special-use “Accent” Logo

 
The “accent” logo may be used only 
over a solid field of PSU Green. Use of 
the accent logo must be approved by 
University Communications staff. 

A C C E P TA B L E  C O N T R A S T

Background colors and images can easily 
overpower or compete with the Portland 
State University identity. 

The preferred treatment of the Portland 
State University logo is the two-color 
horizontal logo over an open, white 
background. 

If the logo must be placed on a dark 
background, you may use a reverse 
(knock out) version of the logo. Please 
refer to the Contrast Recommendations 
(page 10) to view acceptable ranges for 
using a reverse version of the logo. 

The logo may be placed over a 
background image or pattern only if 
there is sufficient contrast to distinguish 
the logo from outside elements.

privacy	
concerns	

Technology	
Users	

Technology	
Providers	

beaer	understanding	

beaer	tools	

behavior	

analysis	

technical	
background	

industrial	and	
organiza;onal	
psychology	

cyber-security	
and	computer	

science	

su
rv
ey
s	

su
rv
ey
s	

su
rv
ey
s	

Millions	of	
online	job	
applicants	


