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Broader Impact

- Detect suspicious events
on the control plane;
trigger data-plane active
measurements.

- Auxiliary datasets (e.g.,, AS
relationships) to assist with
classification of events

- Modular system

- Publications and
presentations at
conferences

High-level view of the components of the detection and classification system a Open source, re-usable
software (BGPStream)

- BGP Hackathon 2016

NSF CNS-1423659, University of California San Diego
Pl: Alberto Dainotti



