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Scien9fic	Impact:		
•  End-to-end	privacy	for	

realis3c	data	mining	
workflows	

•  Sound	and	reproducible	
methodology	for		
evalua3on	

•  Produce	error-op3mal	
algorithms	for	data	
mining	tasks	including		
–  classifica3on/regression,		
–  graph	analysis,	and		
–  mining	mobility	traces	

Solu9on:		
•  Focus	on	under-

studied	aspects	of	
data	mining	workflows	

•  Develop	guidelines	for	
privacy	policies	and	
standards	for	u3lity	

•  Design	robust	
benchmarks	for	
principled	evalua3on	

Challenge:		
•  Differen3al	privacy:	a	

gold	standard	for	
analysis	of	sensi3ve	data	

•  Prac3cal	adop3on	by	
industry/government	is	
rare	

•  How	to	close	gap	
between	theory	and	
prac3ce?	

Broader	Impact:		
•  Expand	prac3cal	usefulness	of	

privacy	algorithms	and	
ul3mately	increase	data	
sharing	

•  DPComp.org:	online	resource	
for	prac33oners	and	
researchers	to	assess	state-of-
the-art	of	differen3ally	private	
algorithms	

•  Real-world	deployment:	
collabora3on	with	US	Census	

•  Educa3on	and	outreach	
–  Tutorial	at	VLDB	2016:	Differen3al	

Privacy	in	the	Wild	
–  Grad	and	undergraduate	courses	
–  REU	

PIs:	Michael	Hay	(Colgate),	Ashwin	Machanavajjhala	(Duke),	Gerome	Miklau	(UMass	Amherst)	
Award	#s:	1409125,	1409143,	1408982	
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