Causal analysis of system events and triggering user events

for general anomaly detection

Objective: to design a novel host anomaly detection approach for system assurance
through analyzing how a system responds to user requests, specifically enforcing causal
relations of authenticated events at runtime.
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