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"Security Flaws Let Anyone Snoop on 
Guardzilla Smart Camera Video 
Recordings"

Submitted by grigby1 on Fri, 12/28/2018 - 4:33pm

Researchers at 0DayAllDay have uncovered security vulnerabilities in a popular 
indoor wireless security system sold by Guardzilla. These vulnerabilities are 
serious in that they could allow hackers to access Guardzilla's cloud storage and 
video recordings uploaded by customers. This article continues to discuss the 
security flaws contained by the smart security system, what such vulnerabilities 
could allow hackers to do, recommended fixes, and Guardzilla's response to the 
discovery of these security issues.

TechCrunch reports "Security Flaws Let Anyone Snoop on Guardzilla Smart 
Camera Video Recordings"
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