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The AADL group at CMU/SEI is currently conducting a study to model these design patterns using the AADL and later relate them to actual system's architecture, but also to a verification plan. AADL provides a modeling framework for describing the architecture of hardware and platform resources, software components, and flexible allocation software components to resources. Through its annex languages and tool plug-in extensibility mechanisms, it also provides a variety of architecture analyses including hazard analysis, schedulability analysis, dependability analysis. In addition, ALISA supports the definition of assurance plan that relates an architectural description to a set of verification methods connected to formal analysis. In this talk, we will illustrate how to leverage AADL and its ecosystem to capture Safety design patterns as a library of model elements; capture for each pattern the corresponding abstract verification plan they presume; and then apply them to specific system instances. We will discuss different usage of AADL to ensure correct traceability between a design pattern definition and its instantiation, either through extension and refinement; or through the preservation of design patterns structural invariants based on a graph representation of the pattern. Hence, we illustrate how these models can be used as actionable definition of patterns.
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