ARC - Assessment Resources for Cybersecurity
SaTC-EDU

Melissa Dark and Jenny Daugherty, DARK Enterprises (non-profit)

Need: Cybersecurity education has grown across higher education for 25 years and is now growing at the high school level.
Quality high school cybersecurity education needs excellent curriculum, trained teachers, and valid/reliable assessment. This
project will 1) create a bank of cybersecurity assessment items, and 2) pilot test the items with high school cybersecurity
educators.
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What knowledge representations are central? FKSAs: Students can encrypt a message using a transposition cipher and explain how a
simple transposition cipher can be attacked using the anagram method.
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POs: Accuracy of selection and explanation.
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Domain Modelmg terms of assessment argument. Conceptualization. e C u r I ty to perform a ciphertext attack using different numbers of characters.
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* Pilot testing starts Spring 2023 o s

Classroom Impact Other Potential Impacts

Teach Cyber, over 1,100 teachers and ~30,000 students Educational Research in Cybersecurity
RING, 100 teachers and 2,800 students Praxis Teacher Test

Army JROTC Cyber, 11 teachers and ~5,800 students Placement Test

The 5" NSF Secure and Trustworthy Cyberspace Principal:Investigator Meeting
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