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Scientific Impact: 
• The project provides a 

better understanding of 
the security of lattice-
based schemes. 

• Lattice-based systems are 
one of the very few 
proposals for quantum-
safe cryptography. 

Solution: 
• Description of a new 

recursive algorithm.

• Implementation and 
study of the practical 
performances. 

Challenge: 
1. Analysis of security of 
ideal lattice-based  crypto 
schemes

2. Understanding the 

hardness of finding short 
vectors in ideal lattices

Broader Impact: 
• New cryptography 

needs to be 
standardized and 
deployed. In particular, 
NIST needs input for 
this task. 

• Transition to practice 
includes refinement of 
the key sizes for the 
NIST candidates. 

• Outreach: cybersecurity 
summer camps
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