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Broader Impact

Scientific Impact « Impact on Society: Ensuring strong and verifiable

information control for future system-on-chips, which are
expected to be widely used from small embedded
devices to servers in data centers

+ Enabling new advances in design and design
automation for secure accelerator-rich system-on-chips

+ Setting new directions in interdisciplinary research

the first attempt that offers automatic timing-sensitive
information flow guarantees by HLS and type systems

security topics into the computer engineering curriculum
(2) High-school outreach efforts through a week-long
summer program for URM students



