SaTC: EDU: Collaborative: Building an Electronic Voting Technology Inspired
Interactive Teaching and Learning Framework for Cybersecurity Education

Challen ge. Cybersecurity is becoming increasingly important to individuals and society alike. However, due to its theoretical

and practical complexity, how to attract students into learning cybersecurity, keep students’ consistent interest and even take a career in
cybersecurity, and master well the foundations of cybersecurity is a grant challenge.
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* It will attract more students, even undergraduates and high school students, to the cyber-

DGE-2011117, Indiana University -Purdue University Indianapolis security field. * It will impact undergraduate research in gybersecurlty, which has bef:n
Dr. Xukai Zou, xzou@iupui.edu shown by our several undergraduate students’ success stories. * The developed materials,
DGE-2011175, University of California Davis after diverse and public disseminations, can be adopted/adapted by instructors across
Dr. Matt Bishop, mabishop@ucdavis.edu universities and across courses, resulting in broader impact on cybersecurity education.
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