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Motivation & Project Goals

 Cybersecurity and resiliency of the power grid is of paramount importance to national security

Mapping Realistic Scenarios to Storyboards
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and economic well-being.
 CPS security testbeds are enabling technologies that provide realistic experimental platforms for Social Engineering exploit/malware to harvest VPN Social Engineering exploit to inject
: : : : : il . : credentials malicious payload
the evaluation and validation of security technologies within controlled environments.
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 Develop and disseminate innovative curriculum modules including CPS Cyber Defense

Competitions for imparting security knowledge to students via inquiry-based learning. Attack & Defense Measures for Storyboa rds
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