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Problem

Stochastic reachability provides a theoretical framework
for generating probabilistic guarantees of safety in cyber-
physical systems. Unfortunately, its applicability to re-
alistic (i.e. high-dimensional and partially observable)
systems is currently limited, because of a lack of feasible
computation strategies.

Research Challenges

We need to develop computational methods that are:

• Able to calculate safety or viability probabilities.
• Able to synthesize safety-maximizing controllers.
• Extendable to higher-dimensional systems.
• Applicable to systems with noisy or incomplete state
observations.

Contributions

1. A numerical method to approximate reachable sets
and optimal controllers for partially observable stochas-
tic hybrid systems, based on point-based value iteration.

2. A particle approximation to estimate reachable sets
using mixed-integer linear programming, which is appli-
cable to systems with more than three dimensions.

Stochastic Reachability for Spacecraft Rendezvous

With four-dimensional in-plane linearized relative dynamics for rendezvous between two spacecraft, we can sample
from the stochastic noise to create particle trajectories for the dynamics. We then use mixed-integer linear program-
ming to �nd control inputs that maximize the number of sample trajectories satisfying reach-avoid constraints [2].
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Partially Observable Systems

In the perfectly observed case, stochastic reachability
can be formulated as a multiplicative cost optimal con-
trol problem [1]:
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Approach: Assuming that the controller does not have
access to the true state, we would like to apply results
from additive cost partially observable Markov decision
processes (POMDPs).

1. Reduce the problem to one with perfect information
by using a su�cient statistic.

2. The value function can be represented by a �nite set
of α-functions, because it is piecewise-linear and convex
[3] (as in the case of additive cost POMDPs).

Stochastic Reachability

Application: Temp. Regulation

• Controller only has available a noisy measurement of
the temperature, but wants to keep a room within
K = [17.5, 22] degrees Celsius.

• As a proof of concept, we apply a version of point-
based value iteration similar to [5].

• α-functions produce value function estimate and en-
code optimal control actions.

• Comparing α-function approximation to simulation
with α-function policy, α-functions lower bound true
value function, as expected.

• Use Gaussian sums to represent the α-functions and
information states σ, which requires a Gaussian sum
approximation to the indicator function.
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