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Broader Impacts:

This research tackles a highly evasive class 
of microarchitectural exploits that impact 
nearly every computer in the world, while 
dramatically reducing the prohibitively high 
performance costs of state-of-the-art 
software-based defenses. 

The PI is extremely committed to diversity 
efforts within the department and in the 
community.  In particular, the PI has been 
providing research mentorship to female 
undergraduate researchers via the ENLACE 
program at UC San Diego and the JUMP URI 
program at the University of Virginia.

The PI is supporting and providing 
mentorship to 2 CS graduate students 
for two years through this program, and 
has taught a new graduate 
project/seminar course on “Security-
Aware Processor Architecture Design” at 
the University of Virginia.
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