Big Picture of This Project:
The objective of this project is to train next-generation cybersecurity workforce with the deep
understanding of security and privacy issues in Cyber-Physical Systems and Big Data.
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Developed two graduate student courses: (1) - Integration of Big Data and Wireless
Advanced CPS Security; (2) Big Data Security. Transmission (data decomposition);

- Integration of Big Data and Attribution
Encryption as well as Machine Learning
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