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•Unauthorized access by insiders is a major concern for 
organizations with large databases of sensitive information.
•Users typically are granted broad access within systems. 
“Least privilege” access control doesn’t prevent abuse of 
privileges properly granted.
•Accountability, the expectation of having to answer to 
someone for one’s actions, is a powerful inhibitor of norm-
breaking behavior.
•This research examines how to raise perceptions of 
accountability through design artifacts in the user interface.
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