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Challenge Impact
Advancement and re-skilling the United States (1) online curricular development in data-
cybersecurity workforce through large-scale, driven security, to provide mid-career
online training in data-driven and ML methods professionals foundations and practical tools
is critical for keeping the country secure and for applying these methods to practical
the workforce competitive. problems in network security;

(2) formative research to elicit desired skills
and use cases from the workforce;

Solution (3) modular public toolkits and datasets for
The project team will address this critical need use in both courses and as resources for
by developing curricula for large-scale, online professionals to apply in practical settings; and
training of mid-career security professionals who (4) augmented teaching materials, tailored to
aim to develop the skills to apply both individual students, based on intelligent
conventional and cutting-edge ML tools to tutoring systems.
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The goal of this repository is to centralize, standardize, and track the progress of techniqu twork traffic

‘Table of Contents. analysis for a variety of tasks. This repository was modeled after the incredibly successful ‘ess repository.
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Results
+ Results reported in published papers are preferred; an exception may be made for influential preprints

Adding a New Result

If you would like to add a new result, you can just click on the small edit button in the top-right comer of the file for
the respective task.

This allows you to edit the file in Markdown. Simply add a row to the corresponding table in the same format. Make
sure that the table stays sorted (with the best result on top). After you've made your change, make sure that the
table still looks ok by clicking on the "Preview changes" tab at the top of the page. If everything looks good, go to
the bottom of the page to commit the change.

Add a name for your proposed change, a description, and indicate that you would like to "Create a new branch for
this commit and start a pull request’, and click on "Propose file change".
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