
Sixth	Annual	Cyber-Physical	Systems	Principal	Inves9gators’	Mee9ng	
Arlington,	VA	–	November	16-17,	2015	

Scien9fic	Impact:		
•  Be#er	educated	workforce,	with	

par3cular	focus	on	secure	so7ware	
development.	

•  Cybersecurity	topics	and	assessment	
strategies	integrated	into	typical	CS	
courses,	leading	to	verifiable	
educa3onal	results.	

Solu9on:		
•  Inject	cybersecurity	topics	and	SLA	within	

exis3ng	courses	rather	than	create	new	
courses.	

Key	contribu9ons:	
•  Iden3fy	cybersecurity	topics;	map	to	

CS2013	IAS	learning	outcomes.	
•  Map	topics	to	typical	CS	courses.	
•  Injec3on	modules	for	each	topic.	
•  Assessment	strategies	for	each	topic.	

Challenge:		
As	a	CS	program	that	lacks	cybersecurity	
exper3se	and	has	limited	faculty	resources:	
•  How	can	we	cover	breadth	of	CS	while	

integra3ng	cybersecurity	into	our	
program?	

•  How	can	we	assess	whether	students	are	
gaining	appropriate	cybersecurity	
knowledge?	

Challenges	facing	Le	Moyne	College	are	
complex	and	perhaps	unique	to	CS	programs	
with	a	very	small	number	of	faculty.	

Broader	Impact:		
•  Integra3ng	these	topics	across	CS	

curriculum	encourages	students	to	
think	of	cybersecurity	as	an	essen3al	
part	of	their	skillset.	This	should	result	
in	fewer	vulnerabili3es	exis3ng	in	
so7ware.	

•  Verifiable	educa3onal	outcomes.	

Award	1500033,	Le	Moyne	College	
David	Voorhees	(voorhedp@lemoyne.edu)	
Aparna	Das	(dasa@lemoyne.edu)	

INCUBATE	
(INjec9ng	and	assessing	Cybersecurity	edUca9on	
with	liSle	internal	suBject	mATter	Exper9se)	


