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 Automobiles have embedded devices (ECUs) to improve safety, efficiency, reliability, and drivability
* ECUs connected over CAN bus are vulnerable to attacks
 SAE-J1939 protocol executes over CAN bus in heavy vehicles

* How do we define normal behavior in heavy vehicles?
* How do we identify anomalies in real-time?
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