CRII: SaTC: Physical Side-Channel Attacks in Biometric System

Scientific Impact:

. The proposal can offer insights
for future biometric designers
on how to efficiently take
advantage of side-channel

Challenge:

. Address side-channel attack
within the overall context of
biometric vulnerabilities and
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