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SAVIOR: Securing Autonomous Vehicles with Robust Physical Invariants
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Uncharted Networks: A First Measurement Study of the Bulk Power System
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Can a High Wattage loT Botnet Bring Down the

Power Grid?

Our paper:
Not as easy as previously thought
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