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Scientific Impact: 
Encourage multi-disciplinary 
research along a continuum of 
privacy challenges, e.g.
• Transparency of data 

collection and use
• De-Identification
• Privacy risks of analytical 

algorithms

Solution: 

The RCN fosters industry-academic 
collaboration and will incentivize             
and distribute privacy research    

• Privacy Papers for Policymakers

• FPF-Capital Area Academic Network 
(FPF-CAN)

• Privacy Scholarship Reporter

• Cross-sector workshops and symposia 

Challenge: 
• How can industry and 

academia work together 
to advance the National 
Privacy Research 
Strategy?

Broader Impact: 
The RCN will inform the public 
debate on privacy, provide 
useful information to policy 
makers, and contribute to the 
development of systems and 
products to better protect 
personal information across 
industry sectors and 
institutions.  
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