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We have conducted research in different aspects 
of security and privacy of IoT and wearables

Broader Impact
The development of new methods, 
algorithms and tools to protect the 
privacy and security of users in 
mobile sensing systems and Internet 
of Things (IoT) will help protect our 
cyberspace and develop new tools, 
techniques and protocols in aspects 
such as facial privacy, mobile 
malware, security and trust in IoT 
systems, and secure and efficient 
sensor data storage in distributed 
ledgers.

In this REU we have the following objectives:
• Increase the number of students from undergraduate 

institutions with limited access to research opportunities and 
from URM groups 

• Increase the cybersecurity and CS workforce to protect the 
U.S. cyberspace through the retention and graduation of 
participants from URM groups and students from non-
research institutions

• Develop the participants’ skills to conduct research in 
computer science and cybersecurity through research 
projects focused on the security and privacy of mobile 
sensing systems and the Internet of Things

• Implement best-practices during the summer program and 
throughout the year to support the participants’ research and 
career goals

Research conducted in our REU may generalize
to different classes of IoT and wearable
devices in aspects related to privacy, security, 
authentication, authorization and malware 
detection
Development of new protocols and 
countermeasures to protect devices and users

Broader Impact 
(education and outreach)
Facilitate a greater inclusion of
underrepresented minority (URM) 
groups and students from 
institutions with limited access to 
research opportunities to participate 
in mentored research experiences 
on cybersecurity and privacy of 
mobile sensing systems and the 
Internet of Things.

Broader Participation and 
Broader Impact
• 34 REUs since 2017 have participated in

the REU with 64% of past REUs are
members of underrepresented groups in
CS. We have recruited veterans from the
U.S. Army

• Seven past REUs have been accepted to
graduate programs in cyber security and
CS. 18 REUs have published their work in
13 publications in journals and
conference papers

• More than 80% of participants recruited
from non-Ph. D. granting institutions in
CS/Cyber
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