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Create novel instructional material to teach network security

network designh process
protocol behavior knowledge
trust boundary analysis

hands-on lab experiments, instantaneous feedback, reflections on learnings, and a comprehensive
project component for application of the gained knowledge
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