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Given a cyber-range with a finite

amount of resources, design

mechanisms to enable accurate

large-scale experiments with

attacks and defenses

Focus on experiments with high

risk/high likelihood attacks and on

security assessment

Existing solutions, e.g., SHRINK,
TranSim, and DSCALE, introduce

artifacts

EasyScale Mapping
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Flow-based Scenario Partitioning
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As the system load increases, the fidelity

of the virtualized networks drops

The fidelity of the virtualized network can
be improved when the physical resources
are carefully allocated with EasyScale
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Interested in meeting the PIs? Attach post-it note below!

y+y NSF Secure and Trustworthy Cyberspace Inaugural Principal Investigator Meeting

NST

Nov. 27 -29t 2012
National Harbor, MD




