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 Phase 1: 
 Construct a Flow Dependency Graph 

(FDG) 
 Phase 2: 
 Conduct sub-scenario experiments 

independently and iteratively 
 Collect traces for dependent flows, if any 
 Extract from these traces: application traffic 

models and network conditions on non-
shared links 

 Conduct experiments 
 

• Given a cyber-range with a finite 
amount of resources, design 
mechanisms to enable accurate 
large-scale experiments with 
attacks and defenses 

• Focus on experiments with high 
risk/high likelihood attacks and on 
security assessment 

• Existing solutions, e.g., SHRiNK, 
TranSim, and DSCALE, introduce 
artifacts 

 

• As the system load increases, the fidelity 
of the virtualized networks drops 

• The fidelity of the virtualized network can 
be improved when the physical resources 
are carefully allocated with EasyScale 

 

Flow-based Scenario Partitioning 

EasyScale Mapping 


