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SecureNN: Design of Secured Autonomous Cyber-PhysiaI Systems Against

Adversarial Machine Learning Attacks
(CNS-1932351 & CNS-1932464, Nov. 2019 -- Oct. 2023, Xue Lin (Northeastern University), Qi Chen (UC Irvine)
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