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Challenge:	
•  Naïve	split	manufacturing	alone	does	

not	ensure	security	
•  Security	enhancement	entails	

significant	;ming,	power	and	area	
overhead	to	chip	products	

Solu;on:	
•  New	techniques	for	modeling	a?acks	
•  Developing	scien;fic	security	metrics	
•  Systema;c	physical	design	

op;miza;on	with	concurrent	security	
enhancement	and	overhead	control	

Scien;fic	Impact:	
•  Split	manufacturing	with	greatly	

enhanced	security	
•  Split	manufacturing	that	is	prac;cal	

and	compa;ble	with	exis;ng	design	
flow	

Broader	Impact:	
•  Collabora;on	with	industry	
•  New	curriculum	development	
•  Security	compe;;on	
•  Par;cipa;on	of	underrepresented	

students	
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