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Scientific Impact:

Enable community to build
upon work of others or
compare solutions

Advance the knowledge,
understanding, rigor, and
practice of experimental
cybersecurity research across
CISE disciplines

Broader Impact and
Broader Participation:
Currently populated with 400+

artifacts from repositories,
conferences, and libraries

Engaging community to
contribute and use artifacts

Enables new cybersecurity
research and innovation

Lowers the barrier to access
for underrepresented
communities
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