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Key Achievement: Improved Crime Rate Inference with Social Flow Data 

Challenge:  
Techniques to "sanitize” sensitive raw data (e.g., anonymization) could have negative impact on the 
quality of the scientific results that use the data. 
 
Example: Criminologists use social flow data (e.g., Census home-work commuting data) to analyze and 
understand crime. But such data have been distorted for privacy concern. How will the privacy 
preserving techniques affect analytical results? 
 
Why social flow? Crime is not only correlated between geographically close locations, but could also be 
correlated between two locations with a strong social flow (e.g., commuting, taxi, migration). However, 
social flow data are sensitive and remain largely untapped in criminology literature.  
 
 

Taxi flow represents a type of social flow 
POI represents urban functions in a region 

H. Wang, D. Kifer, C. Graif, Z. Li, Crime Rate Inference with Big Data, in Proc. of 2016 ACM SIGKDD Int. Conf. on Knowledge 
Discovery and Data Mining (KDD'16), San Francisco, CA, Aug. 2016.  
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Work in progress: 
•  Explain effects of social flow using social theory 
•  Assess the impacts of privacy techniques on analytical results 
•  More robust crime inference model 
 


