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Detection to Counteract Carjack Hacks with Fail-Operational Feedback
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—7 undergrad (3 Black) students

—4 PhD (2 Black, 1 veteran)
students

—SAE CyberAuto/CyberTruck
—Cummins Truck Hackathon
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(data, virtual testbeds)
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